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Session Initiation Protocol (SIP)-Based Voice-Over-IP (VoIP) Systems Firewalls Session Initiation Protocol (SIP) is an application layer protocol for establishing multimedia sessions. Networks implementing SIP-based voice-over-IP (VoIP) systems may use devices such as firewalls to block unwanted and malicious traffic from infiltrating the network. Typical network protection devices fail to cope with the complexity of VoIP protocols at carrier class performance.

Measurement to Test, Analyze, and Validate Large Scale SIP-Aware Firewalls The technology describes a mechanism to test, analyze, and validate large scale SIP-aware firewalls. The technology can be used to determine if SIP-aware firewall rules are properly set, and to calculate excessive delay in opening pinholes through firewall for establishing a media session. The excessive delay may result in unintentional Denial-of-Service (DoS). The invention can be used to trigger alerts, if the delay exceeds a certain threshold. The invention can also be used to determine if the pinholes through a firewall are incorrectly allocated.

Applications:
• Measuring the vulnerability of SIP-aware firewalls for data and voice services
• Determine if the firewall rules are correctly set

Advantages:
• Programmable control of pinhole vulnerabilities
• Provides mechanism to alert the VoIP network administrator if the setup delay exceeds a threshold.
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